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We’re entering an Al-first era of business

Al agents are joining the workforce g
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Content is at the center of business
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Al transforms the value of enterprise content
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Polling question 1

The polling session will begin
shortly. If you're having trouble
logging in or downloading the
app, please scan the QR code
below to participate in the poll.
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Welcome to Intelligent Content Management

now

e

DIGITAL ASSET
LIBRARIES

G

Create Protect S
A - o
. —d CLIENT
@ . ONBOARDING
Extend Enrich

h 0
° U
Retain Agreement Collaborate
Contract. == ol o
94, N4
CASE
MANAGEMENT
=
N o
Analyze Automate

=15 )

T
N,

Publish



What is metadata?



Metadata is information about data

With Box, metadata is information
about the file



Polling question 2

The polling session will begin
shortly. If you're having trouble
logging in or downloading the
app, please scan the QR code
below to participate in the poll.




Content is at the center of business

CONTRACT TYPE MUTUAL NONfDISCLOSURE AGREEMENT
(v11262018)

CLIENT

ThisiMutual Non-Disclosure Agreement (this "Agreement") is made and entered into as of the date last executed by
the Parties below ("Effective Date") by and between Box, Inc. and its affiliates ("Box") with offices at 900 Jefferson
Ave, Redwood City, CA 94063 and{Galactech, Ind)("Participant”), with offices at{123 Smith Road, San Mateo, CA
94010 (jointly the "Parties" individually a "Party"). Whereas, the Participant wishes to explore a potential business
opportunity to purchase or license services from Box and, in connection with the opportunity, each Party may
disclose to the other certai_hat the disclosing Party desires the

receiving Party to treat as confidential ("Purpose"). The Parties have agreed to do so subject to the terms and
CLASSIFICATION conditions as set forth below.

(@Befinition of Confidential information: Confidential INfOrMAtIONY means all information or materials provided

by a Party ("Disclosing Party") to the other Party ("Receiving Party") on or after the Effective Date of this
Agreement, that are: (i) in tangible form and labeled "confidential" or the like; (ii) if disclosed orally are summarized
and confirmed in writing to be confidential within a reasonable time from the initial disclosure; or (iii) information
that a reasonable person knows or should have known to be confidential given the circumstances surrounding
disclosure. The following information shall be considered Confidential Information whether or not marked or
identified as such: any personally identifiable information such as the names of either Party's customers, strategic
marketing plans and product roadmaps, source code, technical infrastructure security and compliance
documentation, hardware configuration, discounts, and the terms of this Agreement. Confidential Information shall
not include, or shall cease to include as applicable, information or materials that: (a) were generally known to the
public on the Effective Date; (b) become generally known to the public after the Effective Date, other than as a
result of the act or omission of the Receiving Party; (c) were rightfully known to the Receiving Party prior to its
receipt thereof from the Disclosing Party; (d) are or were disclosed by the Disclosing Party generally without
restriction on disclosure; (e) the Receiving Party lawfully received from a third party without that third party's




The value of metadata
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P ﬁ Mon-Disclosure Agreement v2.pdf

Intelligent metadata extraction

Contract Type

NDA

£8 Populated with Box Al
MUTUAL NON-DISCLOSURE AGREEMENT
(v11262018) Version

v11-26-2018

This Mutual Mon-Ditclodure Agreement (this “Agresment”) is made and entered inbo as of the dat
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that a reasonable person knows or should have known to be confidential given the circumstances s

ﬂ:. Populated with Box Al

ditclosure, The following information thall be contidersd Canhdential Infarmation whether or not
Identified as such: any personally identifiable information such as the names of either Party's custc 2
marketing plans and product roadmaps, source code, technical infrastructure security and complia

documentation, hardware configuration, discounts, and the terms of this Agreement. Conhidential
not include, or shall cease to include as applicable, information or materials that: (a) were generalh {i, PQI)“ lated with Box Al
public on the Effective Date; (b) become generally knosen to the public after the Effective Date, otl

result of the act or amission of the Receiving Party; (¢} were rightfully known to the Receiving Part

receipt thereof from the Disclosing Party: (d) are or were disclosed by the Disclosing Party generally without

restriction on disclosure; (2] the Receiving Party lawfully received from a third party without that third party®s

breach af agreement or obligation of trust; or (f) are independently developed by the Receiving Party as supported

by documents and other competent evidence provided by the Receiving Party.

2. Disclosure and Use L it uses to protect the
confidentiality of its o L . E: S reasonable care, and

shall not: (i) disclose a b any Conhdential
Information of the Disclosing Party for anything outside the Purpose; and (1il) make the Disclosing Party's



IT Support

Technology helpeer—— =
helpdeski@acme.co ¢ (( Iiuman Res?.utc:els

K Views - M

Surface great content
across the

organization quickly Sales Enablem
and securely with ik Ly

empowers sales and

intelligent portals Human Resources

ol © WS - M
HR Policies
& i 1 this Hub
Benefits

Career and Learning This repository of essential information, resources, and policies are designed to support employees in all
aspects of their employment journey at ACME Corp. From onboarding and training materials to policies,

S :T Forms 3 " o = £
PRODLE procedures, and benefits information, this hub serves as a one-stop for all HR-related inquiries.

Product Team | HR Policies

Build department’s
Discover comprehensive information about ACME Corp's HR policies and procedures, which ensure a
transparent and consistent approach within the organization.

ol 182K i

ACME FAQs

A ACME

Camnanv

Brand Resource Center

Ready-made templates, images. and logos
that strengthen our brand,




Polling question 3

The polling session will begin
shortly. If you're having trouble
logging in or downloading the
app, please scan the QR code
below to participate in the poll.




What is agentic Al?
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Multidoc querying

Ask questions of a set of files selected

@ 1. Data Protection and Privacy Files included:
Emphasis on strict adherence to GDPR and I1SO 27001 standards for data B Q1202417 Compliance Audit.pdf
encryption, access control, and data handling practices. Documents indicate a

L X a IT Security Policies.pptx
focus on minimizing data exposure risks, especially in client-facing systems, to
I i ata Protection ; Privacy
comply with regulatory requirements. Data Protection and Privacy...xIsx

. i Vendor Compliance Guideli..docx
. Vendor and Third-Party Risk Management

Growing importance of vendor compliance protocols. The Ve
Guidelines and Annual Risk Assessment Report highlight th

third-party audits and stringent security checks to ensure t Get accurate answers InSta ntly based On ConteXt

internal IT security standards

. Continuous Monitoring and Incident Response
The IT Compliance Audit and IT Security Policies underscore the need for
proactive threat monitoring and a robust incident response plan. Documents
recommend real-time tracking of system vulnerabilities and regular employee
training to maintain readiness and reduce response times to potential security

threats.

Quickly make decisions based on information
spread across multiple files




It’s time to reinvent
content-centric workflows
for the modern workplace
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